Talk to your parents

Remember, your parents love you and want the

best for you. Always talk to them about what
you do online, so they can help you stay safe

7 ) and make good choices.
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Avoid clicking on
unknown links

Be cautious about clicking on links or
downloading files from unknown or
suspicious sources to avoid viruses.
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